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1  Prerequisites for participation    

-    

2   Learning outcomes    

1. Students know about the meaning, objectives, benefits, scope, methods, making 
business cases, and planning information audits, collecting data for audits, analyzing 
data for information audits, evaluating data for information audits, and communicating 
information audit results; 

2. Students understand about the definition, objectives, benefits, scope, methods, 
making business cases, and planning information audits, collecting data for audits, 
analyzing data for information audits, evaluating data for information audits, and 
communicating information audit results; 

3. Students are able to apply the creation of business cases, data collection for 
information audits, analysis of information audit data, evaluation of information audit 
data and communication of information audit results; 

4. Students are able to analyze the creation of business cases, and information audit 
planning, data collection for audits, data analysis for information audits, data 
evaluation for information audits, and communication of information audit results; 

5. Students are able to know the basic concepts of information risk management, 
including understanding, background, functions, risk classification, risk assessment, 
strategy development to manage it and risk mitigation using empowerment or 
resource management. 

3  Description 
This course deals with the basic concepts, principles, issues, practices and study of the 
philosophy, background, audit functions and risk management of information required to 
meet organizational needs. The course also studies the mapping of information flows and 
needs across the organization, between organizations and the external environment to 
enable the identification of bottlenecks and inefficiencies. 

4  Teaching methods:   

1. Lectures 

5   Assessment methods:   

1. Assignments, 
2. Middle semester examination, 
3. Quizzes, 
4. Final semester examination.  
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